
Most of the settings are self explanatory, so we will concentrate on the security related settings.  Blue or button to 
the right means the option is turned on or enabled. 

Changing Settings on your Zoom account: 
When you log into your account with a web browser & click on “Settings” on the left hand side.  Here you can 
change your meeting and recording settings.  Some options will be grayed out, these cannot be changed as they are 
locked at the administrative level for all users and some options will not show up for basic account holders. 

Allows participants to join before you do as host.  Some people have it on, some people have it off - the choice is up to you.  For total 
access this should turned off & the waiting room enabled. 

Again up to you.  When scheduling a meeting you can choose to use your personal meeting ID or not, even if this is turned off. 

We are currently configuring these settings.  It will most likely be set so users would have to have a Zoom account & be signed in to join 
the meeting if you turn this setting on. 

If turned on, when scheduling a meeting, you can require a password & set the password for the meeting.  You still have the option to 
require & set a password when scheduling a meeting if this is off. 

Up to you if you want to use your personal meeting ID when starting an instant meeting.  You can always use it and then enable the 
waiting room as soon as you start the meeting if you want to have more control over who attends the meeting. 

If turned on, any instant meetings will require a password to join. 

If turned on, the password will be in the meeting link, so those joining with the link won’t have to enter the password separately. 



This cannot be changed during a meeting, so if you don’t want to have the whiteboard function available, you can disable it. 

If turned on, you can allow the chat function to work, but participants cannot save the chat. 

If turned on, participants can chat with the host(s) but not privately with each other. 

If turned on, anyone joining by phone only will require a password to join. 

If turned on, all participants mics will be muted, so they have to unmute to be heard.  Great for initial control of the meeting. 

If turned on, files can be sent by the host or participants to everyone or specific participants using the chat function. 

This will be the most common setting—allowing all participants to 
share and only the host who can share if someone else is sharing.  
This can be changed during the meeting under Advanced Sharing 
Options by the green Share Screen icon if you don’t want to allow 
participants to share their screen. 

In almost every meeting something will be shared, so this will be on. 

This removes the “screen” or desktop options so you can only share a whiteboard or open application and not the entire desktop when     
activated.  This applies to the host as well. 

Again, this option can be disabled once in the meeting, so can be left to “on” here. 



If turned on, anyone you remove from the meeting will be able to rejoin. 

If turned on, participants can rename themselves.  I would be encouraging participants to be joining with their actual names. 

If turned on & the participant turns their video off, their name will appear in their video window instead of their image (or still pic of them 
working). 

When turned on, through the security icon, you can report anyone to Zoom that joined your meeting and caused a disruption.  This is 
locked on so you cannot shut it off. 

If turned on, you can select if you want all participants to go into the waiting room, or only those who have not signed into Zoom.  You can 
also enable the waiting room once you have started your meeting from the security icon on the toolbar.  When enabled from there it puts all 
participants into the waiting room for you to admit. 


